Google Issues Urgent Chrome Update to Patch Actively Exploited Zero-Day Vulnerability

Google on Friday shipped an out-of-band security update to address a high severity vulnerability in its Chrome browser that it said is being actively exploited in the wild.

Tracked as CVE-2022-1096, the zero-day flaw relates to a type confusion vulnerability in the V8 JavaScript engine. An anonymous researcher has been credited with reporting the bug on March 23, 2022.

https://thehackernews.com/2022/03/google-issues-urgent-chrome-update-to.html
Ukraine dismantles 5 disinformation bot farms, seizes 10,000 SIM cards

By Bill Toulas

https://itstillworks.com/definition-computer-hijack-6465909.html
Key Findings

- As of March 2022, 51% of small businesses don’t have cybersecurity measures in place
- 21% are developing cybersecurity plans; 30% have no protection against cyberattacks
- 59% of small business owners who don’t have cybersecurity measures in place say their business is ‘too small’ to be a target
- 36% of small business owners are ‘not at all concerned’ about cyberattacks
- 1 in 5 online small businesses have been the victim of a cyberattack

More than half of small businesses don’t have cybersecurity measures in place

US says Kaspersky poses unacceptable risk to national security

By Sergiu Gatian

The Federal Communications Commission (FCC) added Russian cybersecurity firm Kaspersky to its Covered List, saying it poses unacceptable risks to U.S. national security.